
 

 

 

 
DAY ONE 

SECURITY EXECUTIVE FORUM –LONDON       

EVENT SCHEDULE 

Time Event Activity Description 

08:30-09:00 MORNING TEA/ 

COFFEE, LIGHT 

REFRESHMENTS 

Arrive early to savor a freshly brewed tea or coffee accompanied by an 

assortment of baked delights. Take advantage of this time to network and 

secure premium seating. 

09:00-09:30 INTRODUCTION The hosts will give an overview of the seminar agenda, and their professional 

backgrounds and experience. Attendees will introduce themselves and the 

organizations they represent. 

09:30-10:45 INTELLIGENCE 

BRIEFING 

An overview of both macro and micro threats unfolding and discussion on using 
and integration intelligence analysis into a security framework. 

10:45-11:00 MORNING BREAK Use the break to connect with fellow professionals while enjoying fresh 

coffee and a selection of light refreshments. 

11:00-12:20 PREDICTIVE 

PROFILING 
In an evolving threat landscape, anticipating and mitigating risks before they 

occur is a key advantage. This session explores Predictive Profiling and its 

real-world applications. Attendees will learn how it enhances situational 

awareness, decision-making, and response strategies. The lecture covers 

both theory and practice, with emphasis on procedure integration and 

training. 

12:20-13:30 LUNCH An opportunity to network over lunch. 

13:30-14:50 ADVERSARY'S 

WORKSHOP 

Understanding how adversaries think and operate is essential to building 

effective security strategies. In this Adversary’s Workshop, participants will 

adopt the mindset of threat actors through a hands-on simulation of real-

world attack planning. Guided by facilitators, groups will plan attacks on 

designated targets, exploring adversarial tactics and identifying key 

vulnerabilities. In phase two, participants shift to defense, developing 

countermeasures to mitigate, prevent, and respond to the planned attack. 

The session leaves security leaders with insights into adversarial 

thinking/proactive threat response. 

Presented by Amotz Brandes. 

14:50-15:10 AFTERNOON BREAK Take a moment to stretch your legs, enjoy a hot beverage and sample a 

selection of sweet treats. 

15:10-16:30 INSIDER THREAT 

PREVENTION 

Companies invest heavily in external threats, yet insider threats—often more 

damaging—are overlooked due to their complexity and sensitivity. Whether 

caused by malice, coercion, or negligence, they challenge security and 

operational integrity. The session explores practical strategies to identify, 

prevent, and mitigate insider threats. Attendees will learn about behavioral 

indicators, risk assessment tools, and proactive measures that integrate with 

existing policies. The presentation offers actionable insights to build an 

effective, discreet insider threat program that maintains resilience, 

workplace trust and culture. 

Presented by Peter Hayes. 

17:00-18:30 SECURITY SOIRÉE Join us for an exclusive networking reception to relax, share insights, and 

celebrate with peers. Whether discussing Red Teaming over a whiskey or 

diving into Predictive Profiling with a mocktail, this is a chance to connect 

Come for the drinks, stay for the conversation. 

https://chameleonassociates.com/security-executive-forum-london-2025/#Amotz
https://chameleonassociates.com/security-executive-forum-london-2025/#Peter


 

 
DAY TWO 
 

 
Time Event Activity Description 

08:30-09:00 MORNING CAFE/TEA, 

LIGHT REFRESHMENTS 

Please arrive early and enjoy a fresh cup of tea or coffee with a selection of 

assorted baked goods. 

09:00-10:20 MANAGING FEAR - 

EMPOWER YOUR 

WORKFORCE 

One overlooked roles of security executives is that of "fear consultant” - 

balancing panic and complacency to build a proactive security culture. This 

module explores how fear impacts decision- making and how leaders can 

manage it by demystifying threats, promoting awareness, and offering clear 

solutions. Attendees will learn strategies to reduce anxiety-driven responses, 

overcome resistance, and foster resilience. 

Presented by Amotz Brandes. 

10:20-10:40 MORNING BREAK Refreshments and a chance to stretch your legs. 

10:40-12:15 RED TEAMING –  

DEFEAT THE ENEMY  

BY BECOMING  

THE ENEMY 

Red Teaming is an underutilized yet highly effective tool for ensuring 

readiness, threat orientation, and operational effectiveness. Beyond 

penetration testing, Red Teaming simulates the entire adversarial process—

from surveillance and intelligence gathering to dry runs and execution. It 

functions as both quality assurance and training - motivating teams, 

enhancing decision-making and exposing vulnerabilities. Gain insights into 

implementation, preparedness, stress-testing protocols and fostering a 

proactive security mindset. 

Presented by Jonathan Barkan. 

12:15-13:30 LUNCH An opportunity to network and break bread with forum attendees over 

lunch. 

13:30-14:45 THREAT-ORIENTED 

SECURITY CASE STUDY 

IN RED TEAM 

IMPLEMENTATION 

Successfully integrating Red Teaming into a global security strategy requires 

more than just tactical exercises—it demands a culture of security 

performance that aligns with diverse legal, ethical, and organizational 

frameworks. This presentation will provide a real-world case study on the 

implementation of a Red Team program within a multinational organization 

operating across North America and Europe. Attendees will gain insights 

into navigating differing legal frameworks, balancing privacy and employee 

rights, and structuring Red Teams to maximize effectiveness and 

compliance. The case study will illustrate the benefits of both external and 

internal Red Teaming, demonstrating how a dual approach enhances threat 

awareness, security readiness, and operational resilience. Security leaders 

will leave with actionable strategies to build, refine, and sustain a Red 

Teaming program that strengthens their organization’s defenses and 

decision-making. 

Presented by Mike Prout. 

14:45-15:05 AFTERNOON BREAK Stretch your legs, grab a cup of coffee and enjoy assorted sweets. 

15:05-16:30 ACTIVE SHOOTER 

MITIGATION AND 

RESPONSE 

Active shooter and suicide bomber attacks present some of the most 

challenging and devastating threats facing us today. This module provides 

actionable methods for countering and responding to these threat, to 

mitigate risks and maximize survival outcomes using real world case studies. 

This session will challenge conventional approaches and equip participants 

with a threat-oriented mindset to stay ahead of evolving dangers. 

Presented by Amotz Brandes. 

16:30-16:45 CONCLUSION Attendees will be handed certificates of completion and will review the 

relevance of the course material to their organization's security operations. 

 

https://chameleonassociates.com/security-executive-forum-london-2025/#Amotz
https://chameleonassociates.com/security-executive-forum-london-2025/#Jonathan
https://chameleonassociates.com/security-executive-forum-london-2025/#Mike
https://chameleonassociates.com/security-executive-forum-london-2025/#Amotz

